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We make security a top priority.
WatchMeGrow provides extensive security to protect your privacy.

Personal information is stored in the cloud with 
Amazon Web Services (AWS), one of the world’s most 
secure, powerful and trusted cloud-based 
data solutions.

Only approved users have access to streaming 
video at our school; as families leave, they are 
removed as users.

Each family’s access is limited to their child’s 
classroom and any approved common area cameras, 
as authorized by your center director.

Keep these best practices in mind:
KEEP YOUR LOGIN CREDENTIALS SAFE
Please don’t share your username and password 
with anyone. This helps us ensure only authorized 
users can stream video. 

RESPECT EVERYONE’S PRIVACY
Please don’t record video or take screenshots. 
It violates the privacy of the other children in the 
class, the teachers, and their families. It also violates 
WatchMeGrow’s terms of service and can result in 
suspension or termination of your account.

Security First
Our streaming video partner, WatchMeGrow, 

keeps your data safe.

The WatchMeGrow system automatically 
suspends accounts that haven’t been accessed 
recently, temporarily disables accounts after too 
many incorrect logins, and allows only one user 
at a time with the same login credentials.

All video and user data streaming through 
our cameras and servers to our end users are 
encrypted using TLS (Transport Layer Security), 
the standard in internet data transfer security.

Each user creates a unique username 
and password that we manage. Usernames and 
passwords are always encrypted to ensure your 
data stays secure.

WatchMeGrow’s security has been verified 
by Leviathan Security Group, a respected authority 
on internet security. No other vendor in the industry 
can claim this stamp of approval. Every video system 
in childcare should be vetted by an accredited third-
party security firm – virus scan software isn’t enough.


